Managing Director/Chief Executive  
All bank-companies operating in Bangladesh

Dear Sir,

**Guidelines on Outsourcing Arrangements**

Banking institutions throughout the world are increasingly using third parties (outsourcing) as a means of both reducing costs and achieving strategic aims. When these third-party service providers conduct significant parts of the bank’s regulated and unregulated activities, it may impact on the ability of banks to manage their risks and monitor their compliance with regulatory requirements.

Banks can mitigate these risks by taking steps to: draw up comprehensive and clear outsourcing policies, analyze the financial and infrastructure resources of the service provider, negotiate appropriate outsourcing contracts, require contingency planning by the outsourcing firm, and establish effective risk management programs.

These guidelines spell out in detail a set of principles, to be followed by banks in Bangladesh when using outsourcing at home or abroad, that would help banks better mitigate the concerns.

1. **Outsourcing Policy.**

   (a) A bank seeking to outsource activities shall develop a comprehensive policy duly approved by its Board of Directors. The policy should include, inter alia, identification of and the extent to which the relevant activities are appropriate for outsourcing, criteria for selecting suitable service providers, delegation of approval authorities for outsourcing depending on risks and materiality, risk mitigation measures and governance structure clearly defining roles and responsibilities of Board of Directors and management to monitor and review the operations.

   (b) The Board has overall responsibility for ensuring that all ongoing outsourcing decisions taken by the bank, and activities undertaken by the third parties, are in keeping with its outsourcing policy.
2. **Restricted Activities.**

(a) Generally, banks should only outsource the activities which can be effectively supervised by them and compliance with applicable legal and regulatory requirements can be ensured.

(b) Banks shall not however outsource core management functions that require effective involvement of Board and senior management, including Internal Audit and Control functions, Compliance functions, Treasury functions, Know Your Customer exercise for deposit accounts, Credit evaluation and sanctioning.

(c) Sub-contracting by the third-party service provider of material outsourcing arrangements both in case of local and abroad is not allowed. Material outsourcing arrangements are those, which if disrupted, have the potential to significantly impact the business operations, reputation or profitability.

(d) Moreover, an activity should not be outsourced if it would impair Bangladesh Bank’s right to assess, or its ability to supervise, the business of the bank.

(e) With regard to outsourcing services related to Doorstep Banking, SME Service Centers, Mobile Banking, Agent Banking, or any other special activity endorsed and guided by specific circulars issued by Bangladesh Bank, the instructions contained in this circular would be applicable to the extent possible.

3. **Selecting Service Providers.**

(a) Banks must develop criteria that enable them to assess, prior to selection, the third-party service provider’s capacity and ability to perform the outsourced activities effectively, reliably and to a high standard, together with any potential risk factors associated with using a particular service provider.

(b) Appropriate due diligence should include at a minimum: (i) experience and competence of service providers to perform outsourced work; (ii) service provider’s financial soundness to fulfill its obligations; (iii) performance standards, reputation, compliance culture, outstanding or potential litigation; (iv) security and internal control; (v) audit coverage, reporting & monitoring environment, business continuity planning; and (vi) capability to meet special needs, such as servicing geographically dispersed activities.

(c) In addition, when outsourcing abroad, banks need to assess the economic, legal and political conditions that might adversely impact the service provider’s ability to perform effectively.
4. **Outsourcing Agreement.**

   (a) Outsourcing relationships should be governed by legally enforceable written contracts that clearly describe all material aspects of the outsourcing arrangement, including the rights, responsibilities and expectations of all parties.

   (b) At a minimum, the outsourcing agreement should address the following issues:

      (i) Description of activities to be outsourced, including appropriate service and performance levels;

      (ii) Bank’s ability to access all books, records and information relevant to the outsourced activity in the service provider, and conduct audits thereof;

      (iii) Provision for continuous monitoring and assessment by the bank of the service provider so that any necessary corrective measures can be taken immediately;

      (iv) Termination clause and minimum periods to execute a termination provision, if deemed necessary;

      (v) Provisions relating to insolvency or other material changes in the corporate form, and clear delineation of ownership of intellectual property following termination;

      (vi) Provisions for confidentiality of customer’s information, and transfers of information back to the bank and other duties that continue to have an effect after the termination of the contract;

      (vii) Where appropriate, conditions of subcontracting by the third-party service provider for all or part of an outsourced activity;

      (viii) Establish and maintain contingency plans, including a plan for disaster recovery and periodic testing of backup facilities.

   (c) The contract should neither prevent nor impede the bank from meeting its respective regulatory obligations. It should also include clauses to allow Bangladesh Bank to exercise its regulatory powers, including access to documents stored or processed by service provider and cause an inspection to be made.

5. **Customer Interest Protection.**

   (a) Banks should take appropriate steps to require that service providers protect confidential information of both the bank and its clients from intentional or inadvertent disclosure to unauthorized persons.
(b) A bank should also consider whether it is appropriate to notify customers that customer data may be transmitted to a service provider, taking into account any statutory provisions that may be applicable.

(c) Outsourcing arrangements should not affect the rights of a customer against the bank, including the ability of the customer to obtain redress as applicable under relevant laws.

(d) Banks should establish a well defined mechanism for redressal of complaints of their customers regarding outsourced services and ensure that genuine grievances are addressed promptly.


(a) Banks should establish a comprehensive outsourcing risk management program for an ongoing monitoring and controlling of all relevant aspects of outsourcing arrangements and procedures guiding corrective actions to be taken when certain events occur.

(b) Robust information technology security is a necessity. Banks should seek to ensure that service providers maintain appropriate IT security.

(c) Regular audits should be conducted to assess the adequacy of outsourcing risk management practices of both the bank and its service providers.

(d) Banks and each of their service providers should establish and maintain contingency plans, including a plan for disaster recovery and periodic testing of backup facilities.

(e) Banks should ensure that outsourcing activity does not violate anti-money laundering regimes of Bangladesh as well as foreign jurisdictions.

(f) Banks should also review the financial and technical capabilities of a service provider on regular intervals to assess its ability to continue to meet its outsourcing obligation.

7. Outsourcing Abroad.

(a) When engaging service providers in a foreign country, banks should take into account and closely monitor government policies and political, social, economic and legal conditions in those countries, during the due diligence process and on a continuous basis after employing the service provider.

(b) Any outsourcing outside Bangladesh will require prior approval of Bangladesh Bank under Section 12 of the Bank Company Ain, 1991. All such request to Bangladesh Bank should include details of the functions to be outsourced, rationale for the outsourcing, due diligence report of the proposed
service provider, data to be transferred, legal opinion regarding confidentiality of data, and description of the monitoring and control measures to be undertaken by the bank. No approval will be granted where the arrangement involves disclosure or transfer of confidential customer information.

(c) When engaging service providers in a foreign country, banks should ensure that necessary information is also available domestically for continuing operation in case of a communication disruption and for inspection by Bangladesh Bank as and when needed.

(d) Outsourcing arrangements abroad should include provisions to allow Bangladesh Bank or persons authorized by it, if required, to access and inspect the documents, records and other information stored or processed by the service provider.

(e) Requirements enumerated in clause (a) to (d) above are applicable for all outsourcing arrangements abroad regardless of the fact that the specified functions or data is provided to an unrelated third party or any office of the banking company, its holding or subsidiary company or any of its affiliates.

This circular is issued with the authority vested under section 12 and section 45 of the Bank Company Ain, 1991, which shall take effect immediately. However, the provision of this circular will not create any obstacle to complete the existing term of the third party service providers contracted earlier.

Yours faithfully,

(Saiful Islam)
Deputy General Manager
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